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1	Decision/action requested
This contribution discusses user versus subscriber in relation to the U3C study.
2	References
[1]	3GPP TR 21.905 v17.0.0, “Vocabulary for 3GPP Specifications”
[2]	3GPP TR 33.867 v0.2.0, “Study of user consent for 3GPP services”
3	Rationale
In order to make it clear what the study on user consent needs to focus, it is essential that SA3 needs to understand and clarify what and where the user consent come from. 3GPP has the following definitions in [1] related to users and/or subscribers:
End-User: An End-User is an entity (typically a user), associated with one or multiple subscriptions through identities  (e.g. IMSIs, MSISDNs, IMPIs, IMPUs and application-specific identities). In the 3GPP system an End-User is characterised by an End-User Identity.
User: An entity, not part of the 3GPP System , which uses 3GPP System services. Example: a person using a 3GPP System mobile station as a portable telephone.
Subscriber: A Subscriber is an entity (associated with one or more users) that is engaged in a Subscription with a service provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or a list of users authorised to enjoy these services, and also to set the limits relative to the use that associated users make of these services.
In the context of 3GPP, a subscriber is a user that can be identified by a subscription identifier (i.e. SUPI) while a user may or may not be a subscriber but can be identified by an identifier other than a subscription identifier. Examples of user identifier can be NAI, etc.  5G primary authentication as defined in 3GPP can only authenticate a subscriber with a subscription identified by SUPI and the authentication is oblivious of who the actual user is. 
Since 3GPP defines a user as an entity not being part of 3GPP system, it raises the question of what it means for the 3GPP system to obtain the consent of such an entity and whether 3GPP is obligated to get such consent. In order for the "user consent" to be meaningful and legally binding, the "user" also needs to be clearly and uniquely identified and authenticated.
It is also clear from the above 3GPP definitions that a user, though not part of the 3GPP system, has a relationship with the subscriber.  The subscriber registers and authorizes a user or list of users to use the 3GPP services that the subscriber has subscribed to.  This is especially true since all chargeable events incurred by a user authorized to use the subscribed 3GPP service are charged to the subscriber's account.  There are no other mechanisms for 3GPP system to charger a user, a user that has no valid 3GPP subscription.  For example, a user cannot subscribe to 3GPP location service let alone use it without being a 3GPP subscriber or being authorized by a 3GPP subscriber first.  
This leads to the following observations:
1. a user in the 3GPP system is an entity that has a relationship with a subscriber of the 3GPP system
2. A 3GPP subscriber is the one that registers and authorized a user (or users) to use a particular 3GPP service that the subscriber has a valid subscription but may or may not be the user for the purpose of user consent even though the subscriber is also a user (e.g. for a 3GPP service that may or may not require user consent). 
3. In order to get user consent, a user must be uniquely identifiable in the 3GPP system and that the user must be authenticated. Otherwise, unauthenticated user's consent is meaningless in 3GPP system.
4	Detailed proposal
1.  User identification is a critical aspect of user consent study and the key issue related to user identification must be captured. 
2.  Approve contribution S3-210089 on user identification for the SA3 U3C study. 

